
• Bernadete Dias is a founding partner of CGM, based in São Paulo, Brazil. She is the head of CGM’s 
Life Sciences practice and is part of the Corporate and M&A team and the Technology team. 
Bernadete practices law since 2001. Among her clients are industries, retailers, technology 
companies and medical device, cosmetics and health services companies. 

Her work includes providing advice in connection with local laws for foreign investors, assisting in 
the incorporation of subsidiaries in Brazil, medical/sanitary regulatory compliance, M&A and 
other cross-border transactions and commercial contracts. 

 
• Kelley Chittenden serves Delta Air Lines as Senior Corporate Counsel, Privacy & Information 

Security. In this role, Kelley advises on privacy and information security legal risk, manages 
transactional privacy matters and processes, and partners with business teams to integrate 
privacy into the design and implementation of Delta’s data initiatives. She also represents Delta 
in the SkyTeam Alliance and IATA privacy law working groups and supports Information Security 
in responding to incidents.   
 

• Creighton Frommer is Chief Counsel, Intellectual Property, Technology & Procurement for RELX, 
parent company of several businesses, including LexisNexis and Elsevier.  RELX is a UK-based 
FTSE 100 company with 35,000+ employees globally.    

  
Working at RELX for over 17 years, his teams manage the company's trademark and patent 
portfolios, along with providing legal counsel for IP, AI, and procurement legal matters for our 
global business counsel and internal clients.   
  
He has served as President of the Association of Corporate Counsel (ACC) Georgia Chapter and 
frequently volunteers with Pro Bono Partnership of Atlanta.  Prior to law school at Georgia State 
University (JD ‘05), Creighton graduated from Georgia Tech (INTA ‘97) and developed software 
professionally.  
 

• Pamela J. Garay is Assistant Vice President and International Privacy Officer at Assurant, Inc., a 
leading provider of specialized insurance and risk management products and services in North 
America, Latin America, Europe, Africa and Asia, where she leads Assurant’s data privacy 
program across its international business units and serves as an expert on global privacy and 
technology issues. Prior to joining Assurant, she was the Global Privacy Director for Atlanta-
based Georgia-Pacific. She has been actively involved in the International Association of Privacy 
Professionals (“IAPP”), and served on the IAPP Women Leading Privacy Advisory Board and is a 
current IAPP KnowledgeNet Co-Chair. She is a Certified Information Privacy Professional 
(CIPP/US), Certified Information Systems Security Professional (CISSP) and retired Project 
Management Professional (PMP). Pamela has a master’s degree from the University of Southern 
California and a bachelor’s degree from the University of California Berkeley. 
 

• Kent Jordan is Counsel in King & Spalding's Data Privacy & Security team in Atlanta.  Kent's 
practice focuses on data forensics investigations related to cybersecurity and data breach 
incidents. His practice includes both a proactive and reactive component.  Kent regularly 
counsels clients on how best to prepare themselves for the eventuality of a cybersecurity 
incident; partnering with them to develop mature incident response plans and legal playbooks, 
while also helping facilitate table top exercises to assess their cyber incident preparedness. For 
clients who find themselves the victim of a data breach, Kent’s practice includes all aspects of 



incident response, from helping facilitate digital forensic investigations related to root cause, 
containment, and remediation to advising on data breach notifications and interfacing with law 
enforcement.   
 

• Stacey Keegan serves as Chief Privacy Officer and Associate General Counsel for The Home 
Depot, the world’s largest home improvement retailer. In this role, she leads the multinational 
retailer’s Privacy and Data Compliance Program and provides advice and counsel on strategic 
enterprise-wide privacy, data governance and cybersecurity matters, including online and offline 
marketing and operational privacy practices involving consumer, B2B and employee data. She 
also leads the Commercial Transactions team which supports the company’s Technology, E-
commerce, Payments, and Indirect Procurement channels. 
 
Stacey regularly works with business and legal partners to identify and manage privacy and 
information security risks across the enterprise. She advises on compliance with privacy and 
data security laws, regulations, and industry best practices; develops and maintains policies and 
procedures related to the processing of personal information; leads the Responsible AI 
Governance practice; and directs investigations as a key member of the Incident Response 
Team. Stacey received her Juris Doctorate from the Emory University School of Law, her 
Bachelor of Arts degree from Florida International University, and is a Certified Information 
Privacy Professional (CIPP/US, CIPP/C) and Certified Information Privacy Manager (CIPM). 

 
• Michelle Ramsden serves as Senior Counsel in the U.S. Department of Justice, Office of Privacy 

and Civil Liberties, which is establishing a Data Protection Review Court pursuant to the 
Executive Order of October 7, 2022, “Enhancing Safeguards for United States Signals Intelligence 
Activities.” In addition to compliance and privacy policy work, Michelle leads the Department’s 
engagement with the Global Privacy Assembly and working groups of the US-EU Trade and 
Technology Council. She also coordinates Department initiatives around US, EU, and UK privacy 
legislation, the intersection of privacy and competition, and the protection of victim and witness 
information. Before coming to the Department of Justice, she was a Presidential Management 
Fellow and Privacy Compliance Specialist at the U.S. Department of Homeland Security. Michelle 
is a Georgia native and a 2014 graduate of Emory University School of Law.  
 

• Dorian Simmons is a senior associate on Alston & Bird’s Privacy, Cyber & Data Security team. 
Dorian focuses his practice on matters involving data strategy and technology transactions. He 
has advised clients on a variety of data privacy and security issues, including the use of big data, 
digital advertising and marketing, compliance strategies, policy development and 
implementation, and data security preparedness and incident response. He has drafted and 
negotiated technology and data agreements, including those involving software licensing and 
access, data analytics licensing, and artificial intelligence. 
 
Before becoming a lawyer, Dorian taught third and fourth grade in East Harlem, New York. He 
uses his skills as a former educator to advise clients through an evolving data privacy and 
security landscape and on the use of emerging technologies. 
 
Dorian is a Certified Information Privacy Professional, United States (CIPP/US) and Europe 
(CIPP/E). 
 
 



• Will Sweeney 
Zaviant 
Managing Partner 
Mr. Sweeney is a skilled and experienced Chief Information Security Officer (CISO), consultant 
and auditor. 
Led the EU GDPR initiatives while at IBM providing training and project support to 500+ globally 
dispersed Data Security & Privacy Experts supporting all of IBM’s clients. 
 

• Theresa Weinberger is an intellectual property and technology lawyer who coleads 
BakerHostetler’s Artificial Intelligence team. She has a bachelors in electrical engineering, and 
she earned her law degree at Vanderbilt University.  Theresa focuses on patent and copyright 
law, representing both established technology companies and those companies undergoing a 
digital transformation at every stage of the intellectual property life cycle. With years of 
experience with AI and ML technology, Theresa routinely counsels clients on the development 
and use of AI technologies, from creating AI policy programs to securing the appropriate legal 
rights and protections for specific use cases. 
 

• Mac McCullough 
Michael “Mac” McCullough is an innovative and entrepreneurial GRC advisor, data strategist, 
ethicist, and risk and privacy leader. Mac has over 25 years of experience in data risk, 
governance, privacy, and project management. He is particularly adept at building and aligning 
people, processes, and technologies to deliver world-class, risk-based, business-oriented 
compliance frameworks. Mac has a long history helping companies navigate and respond to 
regulator inquiries globally, including consent order compliance and assessments.  
 
Mac is a recognized thought leader in the privacy and tech communities, often networking with 
and advising peers, senior leaders, directors, trade organizations, civil society, and civil service 
leaders. Before joining the firm, he was chief privacy officer and GRC leader at Macy’s, and 
before that helped lead IBM’s privacy, data breach response, and other business models. He is a 
Certified Data Privacy Solutions Engineer. 

 
 


